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Sign up process for Non Samsung Employee(B2B Partner)

Access to AEM is possible only when the user is logged in to WMC 
(wds.samsung.com)

1. Sign up to WMC through Business Partner 
(with Chrome)

3. HQ ITC checks and approves 
request
(It will be done in few hours)

2. Registration e-mail is 
automatically sent to HQ ITC

4. Sign in to WMC

Step1
Step2

5. Request AEM roles through P6 authority Request Links
- When you select ‘Type Of Issue’ as ‘Authority_Mapping’,

your request will be forwarded to JIRA

6. HQ ITC will map the requested roles
(It will be done in few hours)

7. Access to AEM system by clicking on the banner

AEM/PIM

QA, Preqa

4



Create B2B Partner Account
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Go to WMC system (wds.samsung.com) and click the ‘Register’ button.
You can join WMC using B2B Partner's account.

1

• Description

WMC Register

1. B2B Partner sign up
Click the Register button

for Non Samsung Employee



Create B2B Partner Account

v

v

v

(Agreement)

(Agreement)

(join)

6

for Non Samsung Employee



Create B2B Partner Account
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Basic Information • Description

Input the Basic information

1. Input Wmc ID

2. Input Passowrd 
Input Passowrd 

3. User Name

4. User Name in English

5. User Email

6. User’s company name

7. Purpose of the access

8. User’s Project name in Samsung.com Project
Or user’s job description

9.
10.

This request is cc'd to GMC contact in charge
of the project and your request may be deni
ed if all information provided is not accurate.

11. Period of use

1

2

3

4

2

5

6

7

8

9

10

11

for Non Samsung Employee



Create B2B Partner Account
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• Description

Input the additional information

1. Dotcom Guide 
Website Design Standard
[1-1] Left : Yes, Right : No (사용, 미사용)
Select yes for the systems you want access to. 
Access is granted according to this information.
[1-2] Purpose of the request (사용목적)

2. P6 AEM/PIM

3. EOS (End Of System)

4. P6 Support AEM/PIM

5. SEMI/LED AEM/PIM

6. EOS (End Of System)

7. After inputting all information completely, click 
the Confirm(확인) button and wait until WMC 
administrator approves your WMC access.

8. Cancel process

Additional Information

1

2

3

6

4

5

1-1

1-2

7 8

1-1

1-2

1-1

1-2

1-1

1-2

1-1

1-2

1-1

1-2

for Non Samsung Employee



Sign up for WMC
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Go to WMC (wds.samsung.com) and input your account information

Registeration Sign in-2Step

Sign in-1Step

for Non Samsung Employee



Sign up for WMC

10

At first access, Check Agreement for Terms of Service and Privacy Policy

for Non Samsung Employee



Sign in to WMC

※ Key

EGXEKLCDKWNKDKEFH

1. Scan QR Code OR input Key this with the Authenticator 

Multi-factor Authentication

2. Please enter the pin from your authenticator

PIN(OTP) for {wmc ID}

PIN(OTP) for {wmc ID}

Sign in

Sign 
in Sign in

Rational 

1. Sign in (Step1)

For B2B Partner (non Samsung 
Employee)

2. Multi-factor Authentication
2-1 QR Code (Key) issuance screen
:  Issuance for first time or for reset 
(requesting reissuance 24 hours after 
initial issuance)

! Install and launch Authenticator 
Application on your phone at first. (e.g 
Google OTP, Microsoft Authenticator)

! If QR Code is not displayed or you can 
not use camera, you can enter a Key in 
authenticator App manually.

3. Multi-factor Authentication
Enter PIN (OTP Code) 
: OTP code input screen. OTP is 
generated from OTP app in device.
OTP : One Time Password

If you get a message that 6 digit is not 
valid, please wait up to 30 seconds to get 
a new 6 code and try to authenticate it.

4. Sign in (Step2)

5. PIN(OTP) Reset 

If there is no E-Mail, request to 
reactivate long-term non-user.
The current policy allows requesting 
reissuance 24 hours after initial 
issuance.

6. Download Manual

1

2 3

3

4

Sign in
4

PIN(OTP) Reset 
5

Manual
6

PIN Reset
5

Manual
6

Step1

Step2

Multi-factor Authentication

11

for Non Samsung Employee



PIN(OTP) Reset

Rational 

1. Multi-factor authenticator 
PIN Reset 

2. Reactivation function for long-term non-users

1. WMC User ID

2. WMC User Email

Modification is possible when long-term non-users are 
reactivated
* Required 

3. WMC User Name
* Required 

4. Reset / For reactivation of long-term non-user purposes
* Required 

5. Affiliated Project
* Required 

6. Email of Person of Charge in GMC
This request is cc'd to GMC contact in charge of the pr
oject
* Optional 

7. Request if there is no e-mail due to long-term non-use
Request to reactivate long-term inactive user account

E-Mail will be sent to HQ ITC, and long-term unused 
will be released after approval.

8. Multi-factor authenticator 

Pin code(OTP) re-issuance request
The current policy allows reissuance 24 hours after 
initial issuance. 

OTP : One Time Password

1

2

3

The e-mail of the person in charge in GMC

6

Re-activate 
Account

7 8

Pin(OTP) Reset / Re-activate Account 

12

hqitc

(Popup) Pin(OTP) Reset / Re-activate Account 

*

*

*

*

*Project in progress

Purpose of request
4

5

*



Rational 

1. P6 Authority Request
- AEM Auth : AEM(PIM) Author Banner
- QA Auth : QA, Preqa, Preqa2
- GMC Jira : Dotcom Operation Jira(GMC Jira)

2. Stage, Dev Authority Request  for Dev Team
- Stage : Author, QA, Publish 
- Dev : Author, QA, Publish 

3. Type of Issue
Authority_Mapping
- Authrotiy mapping with Role, Site
Account_Extension
- If your account has expired, you can request 

it through Authority request 
- You have to Re-activate Account in advance.

Add permission and group to account
→ See AEM Authority Request Guide -
Authority_Mapping
Request a one year extension for expired 
account or due to expire. You can extend your 
account until 1 year after you apply.
→ See AEM Authority Request Guide -
Account_Extension
Request “Direct Request(PIM)” permissions for 
your account.
→ See AEM Authority Request Guide -
Direct_Request(PIM)
Change account status to active 
→ See AEM Authority Request Guide -
Account_Active

13

1. Refer to the ‘AEM_Authority_Request_Guide’ to fill-in 
forms.

2. If you see an alert popup when clicking ‘P6 
Authority request’, that means you don’t have an 
account on P6 AEM. Please contact to 
hq.itc@samsung.com.

3. User should not request p6 authority for other users, 
that is why we check whether your account exists.

3

Request AEM authority on WMC

2

1



Rational 

1. P6 Authority Request
- GMC Jira : Dotcom Operation Jira(GMC Jira)
- For Account creation ,
please contact to jc.helpdesk@samsung.com

14

For account creation ,
please contact to jc.helpdesk@samsung.com

Request GMC Jira Authority on WMC

1

mailto:jc.helpdesk@samsung.com


WMC Banner

15

2 1
6

Rational 

1. P6 Authority Request
- AEM Auth : AEM(PIM) Author Banner
- QA Auth : QA, Preqa, Preqa2
- GMC Jira : Dotcom Operation Jira(GMC Jira)

2. P6 AEM(PIM) Author Banner
- Global (ap), Europe, America, China
- B2C, B2B, Support

3. P6 QA Banner
- QA, Preqa, Preqa2

4. Stage, Dev Authority Banner
- Stage : Author, QA, Publish 
- Dev : Author, QA, Publish 

5. P6 Dev Authority Request
- Stage, Dev Author, QA, Publish Banner 

6. Dotcom Operation Jira(GMC Jira)

7. Samsung.com Guide

15

4 5

7

3



Sign up process  for Samsung Employee(Knox User)

Access to AEM is possible only when the user is logged in to WMC 
(wds.samsung.com)

1. Sign inKnox 3. HQ ITC checks and approves request
(It will be done in few hours)

2 . Create AD Account in Chrome 
And Registration WMC

4. Sign in to WMC

Step1
Step2

5. Request AEM roles through P6 authority Request Links
- When you select ‘Type Of Issue’ as ‘Authority_Mapping’,

your request will be forwarded to JIRA

6. HQ ITC will map the requested  roles
(It will be done in few hours)

7. Access to AEM system by clicking on the banner

AEM/PIM

QA, Preqa

16

for Samsung Employee



Create a AD Account
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You can join WMC using AD account.

For inquiries about creating or reset password an AD account, 
contact to globalad.sec@samsung.com(global), sw.sec@samsung.com(hq). 
For inquiries about AD SSO authentication, contact to nextsso3@samsung.com.

• Description

WMC Sign in

1. Sign in/Register AD SSO

P6 AEM may not work well under an IE 
environment as Adobe doesn’t officially 
support the IE browser 
Chrome users can access AEM by using 
an AD account (AD SSO portal is enabled 
when logging in to Knox)

2. Sign in AD SSO

3. Change Password AD SSO

Register User AD SSO / Reset password 
an AD account

Please contact to 
globalad.sec@samsung.com(global user)
sw.sec@samsung.com(hq user)
Or You can create a user account in 
https://corpadpss.secsso.net/PublicID
MS/NewAccount

1

2

3

AD SSO

for Samsung Employee

https://corpadpss.secsso.net/PublicIDMS/NewAccount


Sign up for WMC
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Go to WMC (wds.samsung.com) and input your account information

Registeration Sign in-2Step

Sign in-1Step

for Samsung Employee



Sign up for WMC
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Go to WMC system (wds.samsung.com) after connecting to Knox
and fill out ‘Knox user authority Request’ form

• Description

1. Select Use System

- Support AEM/PIM
: P6 Support AEM/PIM

- P6 AEM
: P6 B2C,B2B AEM/PIM

2. Select your Managing Site

3.
Write Purpose of request in the Comment box

4. After checking all option completely, click the 
Confirm button

Emily

Emily

Emily

1

2

3

for Samsung Employee

Knox



Sign up for WMC
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At first access, Check Agreement for Terms of Service and Privacy Policy

for Samsung Employee



Sign in to WMC

※ Key

EGXEKLCDKWNKDKEFH

1. Scan QR Code OR input Key this with the Authenticator 

Multi-factor Authentication

2. Please enter the pin from your authenticator

PIN(OTP) for {wmc ID}

PIN(OTP) for {wmc ID}

Sign in

1

2 3

3

4

Sign in
4

PIN(OTP) Reset 
5

Manual
6

PIN Reset
5

Manual
6

Step1

Multi-factor Authentication

21

Sign in

Rational 

1. Sign in (Step1)

For Samsung Employee  

2. Multi-factor Authentication
2-1 QR Code (Key) issuance screen
:  Issuance for first time or for reset 
(requesting reissuance 24 hours after 
initial issuance)

! Install and launch Authenticator 
Application on your phone at first. (e.g 
Google OTP, Microsoft Authenticator)

! If QR Code is not displayed or you can not 
use camera, you can enter a Key in 
authenticator App manually.

3. Multi-factor Authentication
Enter PIN (OTP Code) 
: OTP code input screen. OTP is 
generated from OTP app in device.
OTP : One Time Password

If you get a message that 6 digit is not valid, 
please wait up to 30 seconds to get a new 
6 digit and try to authenticate it.

4. Sign in (Step2)

5. PIN(OTP) Reset 

If there is no E-Mail, request to 
reactivate long-term non-user.
The current policy allows requesting 
reissuance 24 hours after initial 
issuance.

6. Download Manual

for Samsung Employee

Step2

Sign 
in



PIN(OTP) Reset

Rational 

1. Multi-factor authenticator 
PIN Reset 

2. Reactivation function for long-term non-users

1. WMC User ID

2. WMC User Email

Modification is possible when long-term non-users are 
reactivated
* Required 

3. WMC User Name
* Required 

4. Reset / For reactivation of long-term non-user purposes
* Required 

5. Affiliated Project
* Required 

6. Email of Person of Charge in GMC
This request is cc'd to GMC contact in charge of the pr
oject
* Optional 

7. Request if there is no e-mail due to long-term non-use
Request to reactivate long-term inactive user account

E-Mail will be sent to HQ ITC, and long-term unused 
will be released after approval.

8. Multi-factor authenticator 

Pin code re-issuance request
The current policy allows reissuance 24 hours after 
initial issuance.

OTP : One Time Password

1

2

3

The e-mail of the person in charge in GMC

6

Re-activate 
Account

7 8

Pin(OTP) Reset / Re-activate Account 

22

hqitc

(Popup) Pin(OTP) Reset / Re-activate Account 

*

*

*

*

*Project in progress

Purpose of request
4

5

*



Rational 

1. P6 Authority Request
- AEM Auth : AEM(PIM) Author Banner
- QA Auth : QA, Preqa, Preqa2
- GMC Jira : Dotcom Operation Jira(GMC Jira)

2. Stage, Dev Authority Request  for Dev Team
- Stage : Author, QA, Publish 
- Dev : Author, QA, Publish 

3. Type of Issue
Authority_Mapping
- Authrotiy mapping with Role, Site
Account_Extension
- If your account has expired, you can request 

it through Authority request 
- You have to Re-activate Account in advance.

Add permission and group to account
→ See AEM Authority Request Guide -
Authority_Mapping
Request a one year extension for expired 
account or due to expire. You can extend your 
account until 1 year after you apply.
→ See AEM Authority Request Guide -
Account_Extension
Request “Direct Request(PIM)” permissions for 
your account.
→ See AEM Authority Request Guide -
Direct_Request(PIM)
Change account status to active 
→ See AEM Authority Request Guide -
Account_Active

23

1. Refer to the ‘AEM_Authority_Request_Guide’ to fill-in 
forms.

2. If you see an alert popup when clicking ‘P6 
Authority request’, that means you don’t have an 
account on P6 AEM. Please contact to 
hq.itc@samsung.com.

3. User should not request p6 authority for other users, 
that is why we check whether your account exists.

3

Request AEM authority on WMC

2

1



Rational 

1. P6 Authority Request
- GMC Jira : Dotcom Operation Jira(GMC Jira)
- For Account creation ,
please contact to jc.helpdesk@samsung.com

24

For account creation ,
please contact to jc.helpdesk@samsung.com

Request GMC Jira Authority on WMC

1

mailto:jc.helpdesk@samsung.com


WMC Banner

25

2 1
6

Rational 

1. P6 Authority Request
- AEM Auth : AEM(PIM) Author Banner
- QA Auth : QA, Preqa, Preqa2
- GMC Jira : Dotcom Operation Jira(GMC Jira)

2. P6 AEM(PIM) Author Banner
- Global (ap), Europe, America, China
- B2C, B2B, Support

3. P6 QA Banner
- QA, Preqa, Preqa2

4. Stage, Dev Authority Banner
- Stage : Author, QA, Publish 
- Dev : Author, QA, Publish 

5. P6 Dev Authority Request
- Stage, Dev Author, QA, Publish Banner 

6. Dotcom Operation Jira(GMC Jira)

7. Samsung.com Guide

25

4 5

7

3



AEM Authority Request Guide - Authority_Mapping
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AEM Authority Request Guide - Account_Extension

27



AEM Authority Request Guide - Direct_Request(PIM)
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AEM Authority Request Guide - Account_Active
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AEM Authority Request Guide - P6 QA Access
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Choose 'QA Auth' to apply for a QA account. Enter the necessary information and submit your application. 

Your account should be automatically activated within 1 hour.
Once your account is activated, 
you can access the P6 QA URL through P6>QA.

You can then replace the url with the QA page url you would like to review.
ex) https://p6-qa.samsung.com/uk/

https://p6-qa.samsung.com/uk/


Contact Information
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Having any problem, please contact the person below

AEM Administrator :

NALA : ITC NALA (itc.sdsna@samsung.com)

APAC : ITC APAC (itc.apac@samsung.com)

SDSE : ITC EUROPE (itc.sdse@samsung.com)

SDSME : ITC MEA (itc.sdsme@samsung.com)

HQ, Korea : HQ ITC (hq.itc@samsung.com)

AD SSO Administrator :

creating an AD account (globalad.sec@samsung.com(global), sw.sec@samsung.com(hq))

AD SSO authentication (nextsso3@samsung.com)

GMC Jira/Confluence Administrator :  (jc.helpdesk@samsung.com)


